THOMAS ERKLÆRING OM BESKYTTELSE AF PERSONLIGE OPLYSNINGER

 [SIDST OPDATERET 08/06/2023]

Thomas International Limited og deres associerede selskaber (henvises samlet til som “Thomas”, “vi”, ‘vores’, “os”) tager vores ansvar vedrørende databeskyttelse og beskyttelse af personlige oplysninger alvorligt. Denne Erklæring om beskyttelse af personlige oplysninger forklarer, hvordan vi indsamler, bruger og deler persondata i udførelsen af vores virksomhedsaktiviteter, herunder:

1. [Vigtig information, og hvem vi er](#_bookmark0)
2. [Hvilke persondata vi indsamler samt, hvornår og](#_WHAT_PERSONAL_INFORMATION) [hvorfor vi bruger dem](#_bookmark1)
3. [Hvordan vi beskytter og lagrer persondata](#_HOW_WE_PROTECT)
4. [Overførsel af persondata på globalt plan](#_TRANSFERRING_PERSONAL_INFORMATION)
5. [Hvordan vi deler persondata inden for Thomas](#_HOW_WE_MAY) [virksomhedsgruppen samt med vores internationale netværk, serviceleverandører, reguleringsmekanismer og andre tredjeparter](#_bookmark4)
6. [Yderligere forklaring om direkte marketing, profilering og](#_EXPLAINING_MORE_ABOUT) [automatisk beslutningstagen](#_bookmark5)
7. [Juridiske rettigheder til rådighed for at hjælpe med at styre dine personlige oplysninger](#_LEGAL_RIGHTS_AVAILABLE)
8. [Hvordan du kan kontakte os](#_CONTACT_US)

Hos Thomas er vi stærkt forpligtede til at respektere dit privatliv og behandle vores kunders persondata, som om de var vores egne, for at bevare sikkerheden og beskyttelsen af disse.

Vi vil også sørge for, at vi handler i overensstemmelse med databeskyttelseslove, herunder, men ikke begrænset til, Persondataforordningen (EU-vedtægt (EU) 2016/679) (“GDPR”) samt Databeskyttelsesloven af 2018 (“Databeskyttelseslove”).

Vi vil evt. foretage ændringer til denne erklæring om beskyttelse af personlige oplysninger fra tid til anden for at sikre, at den holdes à jour med lovkravene og den måde, vi driver virksomhed på. Du bedes tjekke disse sider regelmæssigt for den seneste version af denne erklæring. Hvis vi laver betydelige ændringer til denne erklæring om beskyttelse af personlige oplysninger, vil vi forsøge at underrette dig via vores websted eller med e-mail.

Du vil evt. se eksterne links til tredjepartswebsteder på vores websted. Denne erklæring om beskyttelse af personlige oplysninger gælder ikke for din brug af et tredjepartswebsted.

# VIGTIG INFORMATION, OG HVEM VI ER

* 1. Er Thomas registreret hos Information Commissioner’s Office (ICO)?

Ja, Thomas International Limited er registreret hos ICO, og vores registreringsnummer er ZA532485. Vores indmeldelse i ICO’s register kan findes [her](https://ico.org.uk/ESDWebPages/Entry/ZA532485).

* 1. Har vi en Informationsansvarlig funktionær?

Ja, vi tager databeskyttelse meget alvorligt, og har en databeskyttelsesansvarlig, som overvåger vores overholdelse af databeskyttelsen

i overensstemmelse med databeskyttelseslovene. Du bedes se Afsnit 8 for oplysninger om, hvordan du kan komme i kontakt med os.

* 1. Fungerer vi altid som dataansvarlig?

Skønt Thomas ofte fungerer som dataansvarlig, kan vi, for nogle af vores aktiviteter, evt. også fungere som databehandler eller viderebehandler.

En let måde at skelne mellem disse er som følger:

* + - En dataansvarlig afgør, hvilke persondata der indsamles, måden de indsamles på, og formålet med det.
		- En databehandler agerer kun ifølge særlige instrukser fra den relevante dataansvarlige om at behandle persondata på deres vegne.
		- En dataviderebehandler er ansat af en databehandler og vil have adgang til eller vil behandle persondata til et specifikt formål.

Hvor Thomas fungerer som databehandler eller viderebehandler, har vi aftaler og politikker på plads for at sikre, at data behandles sikkert, og at vi handler i overensstemmelse med vores kunders ønsker og naturligvis også de relevante databeskyttelseslove.

Der kan være mere end et organ, som fungerer som dataansvarlig i relation til bestemte persondata.

Du bedes være opmærksom på, at hvis du er blevet bedt om at udfylde en Thomas-vurdering af en virksomhed eller organisation, som ikke er Thomas (normalt din arbejdsgiver, potentielle arbejdsgiver eller uddannelsesinstitution), er det sandsynligt, at en sådan virksomhed eller organisation også vil fungere som dataansvarlig.

Eksempler på situationer, hvor Thomas fungerer som dataansvarlig, vil omfatte, men er ikke begrænset til:

Behandling af persondata tilhørende en kunde eller potentiel kunde (kundeemne).

* + - Behandling af persondata tilhørende ansatte og tidligere ansatte.
		- Behandling af persondata i forbindelse med rekruttering af nye medarbejdere hos Thomas.
		- Behandling af ansøgeres og medarbejderes persondata til forskningsformål.
		- Behandling af ansøgeres og medarbejderes persondata for at skabe et anonymiseret format af persondataene.
		- Behandling af persondata tilhørende brugere af webstedet i sammenhæng med denne brug.
		- Tilvejebringelse af vurderingsservicen “Din personlige profil”.

# HVILKE PERSONDATA VI INDSAMLER, SAMT HVORNÅR, OG HVORFOR VI BRUGER DEM

* 1. Hvornår indsamler vi oplysninger?

Vi indsamler oplysninger om dig, hvis du:

* tilmelder dig eller bruger vores websted eller onlinetjenester;
* køber af en af vores tjenester;
* arbejder sammen med os som forretningspartner; eller
* deltager i salgsaktiviteter med potentielle kunder.
	1. Hvilke persondata indsamler vi direkte fra dig, når du besøger vores websted?

Når du anmoder om information angående vores tjenester, kan du bruge en kontaktformular, hvor du vil bedt om at indtaste dit navn, e-mailadresse, postnummer, telefonnummer eller andre oplysninger, som kan hjælpe med din kundeoplevelse eller give dig dokumentation som f.eks. hvidbøger.

* 1. Hvilke persondata indsamler vi indirekte fra dig, når du besøger vores websted?

Vi vil evt.:

* + - indsamle oplysninger om, hvordan du bruger vores websted, for fortsat at forbedre måden, det fungerer på;
		- indsamle statistikker om, hvor mange personer der besøger vores websted, hvor de kommer fra, hvornår de besøger webstedet, hvor længe de bliver på webstedet, og hvilke sider de kigger på. Dette vil omfatte oplysninger om de oprindelige IP-adresser (hvoraf din lokalitet evt. kan udledes, men ikke din identitet), internetudbydere, de besøgte filer på vores websted samt tidsstempler;
		- kigge på browseren, de operativsystemer og enheder, du bruger, for at sikre, at du får en god online-oplevelse, uanset hvordan du får adgang til vores websted;
		- bruge cookies på webstedet (fuld information kan ses på vores [cookies-side](https://www.Thomas.co/cookie-notice)).

Thomas bruger også en række tjenester tilvejebragt af HubSpot (<https://www.hubspot.com/>), som gør brug af cookies til tilvejebringelse af deres tjenester. Skønt disse cookies typisk bruges til at styre præstationen af de HubSpot-tjenester, Thomas bruger, og ikke omfatter nogen personlige oplysninger, er det muligt, at besøg til vores websted (hvor vi har dine kontaktoplysninger), i HubSpot CRM kan tilknyttes dig og derfor forbindes i vores CRM-fortegnelser med henblik på din kontaktjournal. Enkeltheder til cookies, som bruges af HubSpot, og hvordan de bruges, kan ses på vores [cookies-side](https://www.thomasinternational.net/en-gb/cookies-notice/).

Fordi potentielle kunder og nuværende kunder kan befinde sig hvor som helst i verden, vil vi evt. sende forespørgsler til et medlem af vores internationale netværk, som har hjemme i brugerens eget land eller område.

* 1. Fortegnelse og overvågning af kommunikationer

Vi vil evt. overvåge, fortegne, lagre og bruge telefon-, e-mail- eller anden kommunikation med dig for at tjekke instrukser givet til os, til oplæringsformål, kriminalitetsforebyggelse og for at forbedre kvaliteten af vores kundeservice.

* 1. Hvis jeg udfylder en Thomas-vurdering, hvordan bliver mine persondata så indsamlet og brugt?

Den virksomhed, som har anmodet om, at du tager en online-vurdering, er den oprindelige dataansvarlige, og Thomas vil fungere som sekundær dataansvarlig, efter du har modtaget en invitation til at tage en vurdering på vores systemer. Hvis du har nogen bekymringer om de data, du bliver bedt om at opgive, eller selve processen, bør du til at begynde med at kontakte den dataansvarlige.

Vi tilbyder også en vurderingsservice direkte til ansøgere og medarbejdere, som kaldes “Din personlige profil”, og den kan tages direkte og betales online. Processen er lidt anderledes, fordi ingen tredjepart er involveret. En “Din personlige profil”-rapport vil tilvejebringes direkte til ansøgeren, efter de har betalt for og gennemført en vurdering. I dette tilfælde er vi den dataansvarlige.

* 1. Team Interaction Optimisation (TIO).

Vi vil stille TIO-løsninger (platform til optimering af teaminteraktion) til rådighed, som f.eks. vores Vis kolleger-funktionalitet, for at hjælpe enkeltpersoner med at interagere mere effektivt, både med andre enkeltpersoner samt med teams inden for deres organisationer. Vores TIO-løsninger kan evt. også bruges til at hjælpe med at styre og motivere enkeltpersoner; rekruttere til, samle, motivere og engagere teams; finde og arbejde på muligheder til forbedring af den organisatoriske præstation ved at kigge på kvaliteten af disse enkeltpersoners interaktion, og hvordan man kan forbedre dem. Data opgivet af dig til brug i vores TIO-løsninger vil blive stillet til rådighed for andre medlemmer i din organisation, som deltager i TIO, sammen med dem, der er involveret i ledelse af teams og enkeltpersoner på disse teams. Vi beror os på “legitim interesse” som det juridiske grundlag, efter hvilket vi kommer med vores TIO-løsninger.

* 1. Bruger vi persondata i vores forskning?

Vi er forpligtede til fortsat at forbedre vores assessment-programmer. For at kunne gøre dette beder vi ansøgere og medarbejdere om at give os yderligere information som f.eks. aldersniveau, uddannelsesniveau, etnicitet og lignende punkter. Tilvejebringelse af disse oplysninger er frivillig og ikke nødvendig for at gennemføre en vurdering.

Når vi behandler disse persondata til forskning, gør vi det som dataansvarlig.

Alle persondata opgivet til os til forskning vil kun blive brugt til forskningsformål og vil ikke blive afdækket for tredjeparter. Både mens og efter dine persondata vurderes af vores psykologer, vil vi lagre dem sikkert og under streng fortrolighed. Hvis vi deler vores resultater med tredjeparter, vil det kun være anonymiserede og samlede resultater, der deles, hvoraf ingen individuel person vil kunne identificeres.

* 1. I det tilfælde vi er den dataansvarlige: Hvilket lovligt grundlag har vi for at kunne bruge dine persondata?

Vi vil kun indsamle, bruge og dele dine persondata, hvis vi kan stille os tilfredse med, at vi har et passende juridisk grundlag for at gøre dette. Baseret på omfanget af tjenester, vi tilbyder, vil vi evt. bero os på et af følgende juridiske grundlag, når vi behandler dine data:

* + - du har givet os dit samtykke til at bruge dine persondata.
		- vores brug af dine persondata er i vores legitime interesse som erhvervsorganisation – i sådanne tilfælde vil vi til enhver tid gardere dine persondata på en måde, som er forholdsmæssig og respekterer din ret til privatliv. Du vil også have ret til at gøre indsigelser mod databehandling, som forklaret i Afsnit 7;
		- vores brug af dine persondata er nødvendig for, at vi kan udføre en kontrakt eller træffe foranstaltninger for at indgå en kontrakt med dig; og/eller
		- vores brug af dine persondata er nødvendig, for at vi kan overholde en relevant juridisk eller lovgivningsmæssig forpligtelse.

# HVORDAN VI BESKYTTER OG LAGRER PERSONDATA

* 1. Hvordan vi kan sørge for sikkerheden af vores systemer samt beskytte dine data:

Vi har implementeret og bibeholder passende tekniske og organisatoriske foranstaltninger, politikker og procedurer, der er designet til at sænke risikoen for utilsigtet destruktion eller tab, eller uautoriseret afdækning af eller adgang til sådanne oplysninger, som er passende angående arten af de pågældende oplysninger.

Foranstaltninger, vi træffer, omfatter følgende:

* + - opbevaring af alle servere brugt til assessment-programmer i yderst sikre miljøer;
		- styring af vores IT-miljø for at bevare kontrollen med de systemer, som underbygger de assessment-programmer, vi tilbyder, og de data de indeholder;
		- regelmæssig afprøvning af sikkerheden i vores netværk, hvor vi får eksterne eksperter til at hjælpe os;
		- begrænsning af adgangen til persondata udelukkende for personer, som har en legitim grund til at søge adgang; og
		- fastlægning af kontrolsystemer på alle vores kontorer i Storbritannien og Nordirland, samt sikring af, at alt personale og alle serviceleverandører hos Thomas modtager regelmæssig oplæring i databeskyttelse og IT-sikkerhed.

Fordi sikringen af oplysninger til dels afhænger af sikkerheden på den computer, du bruger til at kommunikere med os, og den sikkerhed, du bruger til at beskytte bruger-ID’er og adgangskoder, beder vi dig om at træffe passende foranstaltninger for at beskytte disse oplysninger.

* 1. Hvilke organisatoriske foranstaltninger træffer vi for at beskytte data?

Udover tekniske foranstaltninger sørger Thomas for, at de organisatoriske foranstaltninger, vi træffer, bliver taget tilsvarende seriøst for at sikre, at data er passende beskyttet.

Hos Thomas:

* + - sørger vi for, at alle medarbejdere er bekendt med anliggender vedrørende databeskyttelse, bliver opdateret vedrørende nye sikkerhedsrisikoer (f.eks. spyd-phishing, malware) og modtager oplæring om databeskyttelse, som revideres årligt;
		- vi foretager tjeks af alle medarbejdere før ansættelse;
		- vi har en databeskyttelsesfunktionær, som er forkæmper for databeskyttelsen, og som kan kontaktes direkte angående forespørgsler, vores kunder samt ansøgere og medarbejdere måtte have om deres data, og hvordan vi beskytter dem;
		- vi har etableret adgangskontrolsystemer på alle kontorer for at sikre, at kun autoriserede enkeltpersoner kan få adgang til vores virksomhedslokaler;
		- vi sørger for, at adgang til vores systemer er designet, kontrolleret og overvåget, således at vi begrænser brugeres adgang til data, vi er i besiddelse af; og
		- vi har passende politikker og procedurer på plads som støtte til vores tekniske foranstaltninger.
	1. Hvordan og hvor dine data lagres

Thomas bevarer til enhver tid sikkerheden af data tilhørende kundernes klienter samt data tilhørende ansøgere og medarbejdere, og dette danner et led i alt, vi foretager os.

Vores hovedservere, som tilvejebringer vores assessment-programmer, er opbevaret på stærkt anbefalede datacentre, som strengt kontrollerer adgang til det fysiske miljø og tilbyder fremragende systemtilgængelighed.

Vi sikrer, at alle persondata, som folk opgiver som et led i vurderingsprocessen, får den beskyttelse, de fortjener, og enten bliver inden for EØS, er beskyttet af lovene i lande uden før EØS med tilsvarende databeskyttelseslove, eller at vi har passende kontraktmæssige sikkerhedsforanstaltninger på plads.

* 1. Hvor længe vi beholder persondata

Thomas vil kun beholde persondata, så længe det rimeligvis er nødvendigt til de formål, de blev indsamlet, hvilket forklares i denne erklæring. Når vi beslutter, hvor længe vi beholder persondata, tager vi alle eventuelle minimums-fastholdelseskrav fastsat i love eller vedtægter med i betragtning, og medmindre andet kræves af love eller vedtægter, vil dette typisk være tolv (12) måneder efter afslutningen på den relevante service. Disse fastholdelsesperioder vil overvejende relatere til vores aktiviteter som dataansvarlig, mere end de relaterer til vores aktiviteter som databehandler eller viderebehandler.

Hvis du er blevet bedt om at tage en Thomas-vurdering, vil din arbejdsgiver eller potentielle arbejdsgiver fungere som dataansvarlig til at begynde med. I det tilfælde vil den begyndende dataansvarlige beslutte, hvor længe persondata skal fastholdes, og vil kunne styre fastholdelses- og sletningsprocessen i vores systemer i overensstemmelse hermed.

For vores kunder, som bruger Thomas Bureau-servicen (hvor vi tilvejebringer en styret tjeneste til at udsende links til assessment-programmer), vil vores kunde vedblive at være den begyndende dataansvarlige, og derfor vil vi slette data efter udtrykkelige instrukser fra vores kunde. Det er dog blevet aftalt i vores fastholdelsespolitik og aftaler med vores kunder, at vi kan slette alle yderligere persondata vedrørende assessment-programmerne 12 måneder efter afslutningen på servicen (for kunder hos både Thomas Platform og Thomas Bureau).

Hvis du tager en vurdering direkte med Thomas, via vores vurderingsservice “Din personlige profil”, vil vi til at begynde med fungere som dataansvarlig.

Når vi fungerer som dataansvarlig, samt under særlige omstændigheder, vil vi evt. lagre dine persondata i længere perioder end fastsat i denne erklæring om beskyttelse af personlige oplysninger. Det er, så vi har en nøjagtig fortegnelse over din omgang med os i tilfælde af eventuelle klager eller udfordringer, eller hvis vi rimeligvis mener, at der er mulighed for retssager angående dine persondata eller omgang med os.

# OVERFØRSEL AF PERSONDATA PÅ GLOBALT PLAN

Thomas driver virksomhed globalt. Derfor vil Thomas, under visse omstændigheder, evt. behandle, overføre og/eller lagre persondata uden for EØS, som er underlagt andre standarder for databeskyttelse. Et eksempel på en sådan databehandling ville være brugen af systemer som f.eks. Salesforce, som Thomas bruger (som dataansvarlig) til at styre vores kundeforhold og kundeordrer, og som opbevarer information om potentielle og eksisterende kunder samt kundeemner.

Thomas vil træffe passende foranstaltninger for at sikre, at overførsler af persondata foregår i overensstemmelse med gældende love og er nøje kontrolleret for at beskytte dine interesser og din ret til privatliv, og overførsler er begrænset til lande, som vides at tilvejebringe et passende niveau af juridisk beskyttelse, eller hvor vi kan stille os tilfredse med, at alternative arrangementer er på plads til beskyttelse af din ret til privatliv. I denne henseende:

* vil vi, hvor det er nødvendigt, sikre, at overførsler inden for Thomas er dækket af en aftale, vi har indgået med medlemmer af Thomas, som kontraktmæssigt binder hvert enkelt medlem til at sikre, at persondata modtager et tilstrækkeligt og konsekvent niveau af beskyttelse, når som helst data overføres inden for Thomas;
	+ - vi vil, hvor vi overfører dine persondata uden for Thomas eller til tredjeparter, som hjælper med udbuddet af vores produkter og tjenester, aftale kontraktmæssige forpligtelser med dem om at beskytte dine persondata; og/eller
* vi vil, når vi modtager anmodninger om oplysninger fra retshåndhævere eller tilsynsmyndigheder, nøje validere disse anmodninger, før eventuelle personlige oplysninger afdækkes.

Du har ret til at kontakte os for mere information om de sikkerhedsforanstaltninger, vi har på plads (herunder en kopi af relevante kontraktmæssige forpligtelser) for at sikre passende beskyttelse af dine persondata, når disse overføres til os som nævnt ovenfor.

# HVORDAN VI DELER PERSONDATA INDEN FOR THOMAS VIRKSOMHEDSGRUPPEN SAMT MED VORES INTERNATIONALE NETVÆRK, SERVICELEVERANDØRER, REGULERINGSMEKANISMER OG ANDRE TREDJEPARTER

* 1. Samarbejder vi med forskellige kontrahenter eller underkontrahenter?

Vi vil evt. dele dine oplysninger inden for Thomas virksomhedsgruppen, hvor en sådan afdækning er nødvendig for at kunne tilbyde vores tjenester til dig eller for at kunne drive vores virksomhed. Pr. dags dato for denne erklæring har Thomas International Ltd følgende tilladte (under) kontrahent(er) inden for Thomas virksomhedsgruppen, som arbejder med at tilvejebringe vores assessment-programmer og tjenester:

* + - Thomas International UK Ltd (virksomhedsregistreringsnummer 02518079)

Vi arbejder også med tredjeparter, som hjælper med at styre vores virksomhed og levere yderligere løsninger, der bruges af nogle af vores kunder. Disse tredjeparter har indvilliget i begrænsninger angående fortroligheden samt brugen af persondata, som vi deler med dem, eller som de indsamler på vores vegne udelukkende til det formål at yde aftalte tjenester for os. Pr. dags dato for denne erklæring bruger vi følgende tredjeparts databehandler(e):

* Cloud Service Provider - MS Azure
([https://azure. microsoft.com/en-gb/](https://azure.microsoft.com/en-gb/))

Vi vil sikre, at ovenstående liste opdateres regelmæssigt for at afspejle de (videre)databehandlere, som bruges af Thomas til at tilvejebringe vores assessment-programmer og tjenester for vores kunder.

Thomas sørger altid for, at yderligere databehandling kun foretages efter behov, og under sådanne omstændigheder kun af egnede organisationer, samt at foranstaltninger er på plads for at beskytte persondata, som behandles.

Thomas sørger for, at der foretages tilstrækkelige tilsyn for at bevare sikkerheden af databehandlingen, og dette er underlagt en passende kontrakt.

* 1. Deler vi dine oplysninger med andre?

Vi vil evt. også dele dine personlige oplysninger på den måde og til de formål, som beskrives nedenfor:

* Med vores reguleringsmekanismer, for at overholde alle gældende love, vedtægter og regler, og efter anmodning fra retshåndhævere, lovgivere og andre statslige myndigheder.
* Vi vil evt. dele ikke-personlige oplysninger i et samlet, statistisk format angående besøgende til vores websted, trafikmønstre i webstedsbesøg, brugen af webstedet og resultaterne fra vores forsknings- og udviklingsaktiviteter med vores internationale netværk, kunder, associerede selskaber eller annoncører.
* Hvis vi i fremtiden sælger eller overdrager en del af eller hele vores virksomhed eller aktiver til en tredjepart, vil vi evt. afdække oplysninger overfor en potentiel eller faktisk tredjepartskøber af vores virksomhed eller aktiver.

# YDERLIGERE FORKLARING OM DIREKTE MARKETING, PROFILERING OG AUTOMATISK BESLUTNINGSTAGEN

* 1. Betragtes de assessment-programmer, der tilvejebringes af os som værende “Automatiseret individuel beslutningstagning, herunder Profilering” som defineret i Persondataforordningen?

Nej, ingen af assessment-programmerne, som Thomas tilvejebringer, bør nogensinde blive brugt isoleret i processen for rekruttering eller personaleudvikling. Thomas assessment-programmer tilbydes til deres kunder som et led i deres bredere beslutningsproces sammen med alle de andre oplysninger, som kunden har indsamlet.

* 1. Vil vi markedsføre direkte til dig?

Vi vil evt. bruge personlige oplysninger til at lade dig få mere at vide om vores produkter og tjenester, som vi mener måtte være af interesse for dig. Vi vil evt. kontakte dig via e-mail, post eller telefon eller andre kommunikationskanaler om noget, som vi mener måtte være nyttigt for dig. I alle tilfælde vil vi respektere dine præferencer for, hvordan du gerne vil have os til styre marketingaktiviteten med dig.

For at beskytte retten til privatliv og for at sikre, at du har kontrol over, hvordan vi styrer marketingaktiviteten med dig:

* + - vil vi træffe foranstaltninger for at begrænse den direkte marketing til et rimeligt og forholdsmæssigt niveau og kun sende dig kommunikationer, som vi mener måtte være af interesse eller relevans for dig;
		- du kan til enhver tid bede os om at stoppe den direkte marketing - du kan bede os om at stoppe med at sende marketingmail ved at følge linket ‘frameld mig’, som du vil kunne se i alle marketingmails, vi sender til dig. Som et alternativ kan du kontakte os på gdpr@thomas.co.uk. Du bedes angive, om du ønsker, at vi stopper alle former for marketing, eller kun en bestemt type (f.eks. e-mails); og
		- du kan ændre den måde, din browser styrer cookies på, hvilket kan bruges til at udsende online-reklamer, ved at følge indstillingerne i din browser.

Vi anbefaler, at du rutinemæssigt gennemgår fortrolighedserklæringerne og præferenceindstillingerne, som er til rådighed for dig på alle sociale medier-platforme, såvel som præferencerne på din Thomas-konto.

# JURIDISKE RETTIGHEDER TIL RÅDIGHED FOR AT HJÆLPE MED AT STYRE DINE PERSONLIGE OPLYSNINGER

* 1. Dine juridiske rettigheder

Underlagt visse undtagelser, og i nogle tilfælde afhængigt af de databehandlings-aktiviteter, vi foretager, vil du have visse rettigheder i relation til dine personlige oplysninger.

Du har ret til at kontakte den dataansvarlige ved brug af oplysningerne fremsat i afsnit 8 nedenfor (uanset om det er Thomas eller en anden virksomhed):

* Til gebyrfrit at anmode om adgang til de persondata, der fastholdes om dig (visse undtagelser gælder).
* Til at anmode om rettelse af dine persondata, hvis de er forkerte eller forældede. Hvis de data, som opbevares om dig, er forældede, ufuldstændige eller forkerte, kan du underrette den dataansvarlige om dette, og dine oplysninger vil blive opdateret.
* At anmode om at trække dit samtykke tilbage om behandling af dine persondata, hvis den bestemte behandling afhænger af et samtykke.
* At anmode om, at dine persondata slettes. Hvis du mener, at den dataansvarlige ikke længere bør bruge dine data, kan du anmode om, at den dataansvarlige sletter de data, de fastholder om dig. Når den dataansvarlige har modtaget en anmodning om sletning, vil vedkommende bekræfte, om de er blevet slettet, eller grunden til, hvorfor de ikke kan slettes.
* At gøre indsigelser mod behandling af dine data. Du kan anmode om, at den dataansvarlige holder inde med at behandle oplysninger om dig. Efter modtagelse af din anmodning vil den dataansvarlige kontakte dig og lade dig vide, om de er i stand til at efterkomme denne anmodning, eller om der er legitime grunde til at fortsætte med at behandle dine data. Selv når du udøver din ret til at gøre indsigelse, kan den dataansvarlige evt. stadig fortsætte med at fastholde dine data for at kunne overholde dine andre rettigheder eller for at fremsætte eller forsvare retskrav.
* At anmode om, at dine persondata overføres til et andet ansvarligt organ, hvis data behandles med automatiserede midler (dvs. ekskl. papirfiler).
* Retten til at anmode om begrænsning i behandlingen af dine persondata. Dette gør det muligt for dig at bede den dataansvarlige om at standse behandlingen af dine persondata: (a) hvis du ønsker, at den dataansvarlige fastlægger nøjagtigheden af disse data; (b) hvis den dataansvarliges brug af disse data er ulovlig, men du ikke ønsker, at de sletter dem; (c) hvis du har brug for, at den dataansvarlige fastholder disse data, selvom de ikke længere påkræver det, fordi du er nødt til at indlede, udøve eller forsvare retskrav; eller (d) hvis du har gjort indsigelser mod den dataansvarliges brug af dine persondata, men de er nødt til at bekræfte, at de har altovervejende legitime grunde til at bruge dem.

Vi vil evt. bede om yderligere information til at bekræfte din identitet samt af sikkerhedsmæssige hensyn, før vi afdækker de anmodede persondata for dig. Vi forbeholder os ret til at afkræve et gebyr, hvor dette tillades ved lov, f.eks. hvis din anmodning er åbenlyst ubegrundet eller overdreven.

Du kan udøve din ret til at kontakte os, og underlagt juridiske og andre tilladte hensyn vil vi gøre os alle rimelige bestræbelser på at efterkomme din anmodning så hurtigt som muligt eller underrette dig, hvis vi har brug for yderligere information for at efterkomme dit krav.

Vi vil ikke altid kunne tage os fuldt ud af din anmodning, hvis f.eks. dette ville have en indvirkning på den fortrolighedspligt, vi har overfor andre, eller hvis vi er juridisk berettigede til at håndtere din anmodning på en anden måde.

* 1. Afdækning af dine personlige oplysninger

Under visse omstændigheder kan det være nødvendigt for Thomas at afdække dine personlige oplysninger, hvis loven kræver, at vi gør det, eller som et svar på gyldige anmodninger fra retshåndhævere eller andre statslige myndigheder.

Thomas vil evt. afdække dine personlige oplysninger i god tro på, at en sådan handling er nødvendig for at:

* Overholde en juridisk forpligtelse.
* Beskytte og forsvare Thomas’ rettigheder eller ejendom.
* Forhindre eller undersøge mulige forseelser i forbindelse med de tjenester, vi tilvejebringer.
* Beskytte personsikkerheden for andre brugere af vores tjenester eller offentligheden.
* Beskytte imod et juridisk ansvar.

Vi vil kun efterkomme anmodninger om persondata under omstændigheder, hvor vi har tilladelse til at gøre det i overensstemmelse med gældende love og vedtægter.

# KONTAKT OS

* 1. Indberetning af et databrud, hvis vi er den dataansvarlige

Hvis du mener, at der er sket et tab af persondata, som vi bruger eller styrer, eller en ulovlig brug eller afdækning af disse data, bedes du kontakte vores databeskyttelsesfunktionær på gdpr@thomas.co.uk eller ringe til dem på 01628 470980.

For at udøve enhver af dine rettigheder, når Thomas fungerer som dataansvarlig, bedes du kontakte os på sar@thomas.co.uk, eller som et alternativ kan du skrive til os på følgende adresse:

Data Protection Officer

Thomas International

1st Floor

18 Oxford Road

Marlow SL7 2NL

England

* 1. Indberetning af et databrud, hvis vi er databehandler eller viderebehandler

Selv hvis vi ikke er den dataansvarlige for dine persondata, kan du komme i kontakt med vores databeskyttelsesfunktionær på gdpr@thomas.co.ukeller ringe til dem på 01628 470980.

Men fordi vi i dette tilfælde og i sidste instans ikke er ansvarlige for at hjælpe dig med at udøve dine rettigheder, vil vi anbefale, at du kontakter den relevante dataansvarlige (typisk din arbejdsgiver, potentielle arbejdsgiver eller uddannelsesinstitution). Vi kan også hjælpe dig med at komme i kontakt med dem, hvis det er nødvendigt, eller videregive oplysningerne om din forespørgsel, klage eller anmodning.

* 1. Løsning af sager angående fortroligheden

Hos Thomas vil vi gøre vores bedste for at løse alle sager angående fortroligheden, som du måtte have, så husk, at du altid kan kontakte vores databeskyttelsesfunktionær på gdpr@thomas.co.uk

Men du har dog ret til henvise alle vilkårlige sager eller overvejelser angående datafortroligheden til ICO til enhver tid. Du kan finde fuld information om, hvordan du kontakter ICO på <https://ico.org.uk/>

* 1. EU-repræsentant

Med henblik på Paragraf 27 i Persondataforordningen (GDPR) har vi udnævnt Team Services (Benelux) B.V. Europalaan 25, 5232BC 's-Hertogenbosch, Nederlandene, som vores repræsentant i EU. Vores repræsentant kan kontaktes på gdpr@thomas.co